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AUDIT AND RISK COMMITTEE 
Confirmed minutes of the meeting on 9 May 2024 in the Westbourne,  
2 Redman Place, London and via Teams

Present	
Alina Lourie			Non-Executive Director (chair)
Mark Chakravarty		Non-Executive Director
Justin Whatling		Non-Executive Director
Amanda Gibbon		External Member

In attendance
Sam Roberts	Chief Executive
Boryana Stambolova	Interim Director, Finance
David Coombs	Associate Director, Corporate Office
Ehtisham Ramzan	Head of Financial Accounting
Barney Wilkinson	Associate Director, Procurement
Elaine Repton	Corporate Governance & Risk Manager (minutes)
Clare Morgan	Director, Impact and Partnership (for item 5.1) 
Pranam Mavahalli	Writer, Communications team (for item 5.2)
Helen Brown	Chief People Officer (for items 6.2, 6.3 and 7.5)
James Siddall	Head of IG & RM and NICE DPO (item 6.5)

Niki Parker	Senior Audit Manager, Government Internal Audit Agency
Stephen Ferris	Engagement Director, National Audit Office
Jacob Horner	Engagement Manager, National Audit Office (part)
Katie Henry	Engagement Director, KPMG (part)
Emma Simpson	Engagement Manager, KPMG (part)
David Wright	Head of NICE Sponsor Team, DHSC 


Committee’s private meeting with the auditors (item 1)
A meeting of the non-executive directors and external member with the internal and external auditors, took place in private before the open meeting.
Welcome and apologies (item 2)
The chair welcomed everyone to the meeting.
There were apologies for absence from Michael Borowitz.
Declaration of interest (item 3)
The committee noted the interests register.
Minutes of the last meeting (item 4.1)
The minutes of the meeting held on 31 January 2024 were agreed as a correct record.
Action Log (item 4.2)
The committee reviewed the two outstanding actions, as follows: 
[bookmark: _Hlk125468281]Committee effectiveness review (action 334) – It has been agreed to hold a training session on the use of Artificial Intelligence (AI) in HTA submissions to NICE.  This will be arranged for the September meeting.
DHSC and HMT approvals (action 348) – It was noted that retrospective approval of the business case for the secondment of a NICE director remains in progress. 
Cyber security strategy (action 349) – The committee requested a brief update from Raghu Vydyanath in June on progress with the cyber security strategy.  It was also agreed that the risk deep dive on cyber security should be brought forward to September, to allow a more detailed discussion on the allocation of the cyber funding received from the DHSC in Q4 2023/24, and the plans for implementing cyber essentials.
Action: RV
SUBSTANTIVE ITEMS
Strategic risks (item 5.1)
The committee reviewed the latest strategic risk register, noting the key changes since January.  
In terms of further maturing the risk register to clearly understand where the gaps in controls and assurance were, and incorporating a risk appetite for each risk, it was proposed to discuss this with the board at the risk session on 14 May.
Clare Morgan joined the meeting to discuss the controls and planned actions relating to the system impact risk and the product and content risk. 
System impact – Clare explained the current controls and planned actions to maximise the uptake and adoption of NICE guidance across the health care system, using the new prioritisation board to focus on the topics which are most important to the NHS.  The work will be supported by relationships with stakeholders including two integrated care boards (ICB) and, in line with the engagement strategy to gather system intelligence.
It was queried whether NICE intended to extend the uptake measurement data beyond the initial 14 quality standards (QS) and 7 medicines, to cover more topics, as these were important areas but relatively small in number.  Clare advised that these QS and medicines, plus respiratory, had been carefully selected based on planning guidance, NHSE data and through discussions with clinicians and the ICB test beds.  Work will be taking place with partners to gather further intelligence, data and insight to understand what matters to communities, and to work with partners to drive improvement in guidance uptake. 
Product and content – Clare outlined plans for NICE to move to a product-based organisation providing structured guidance in a format which better meets the needs of users.  Foundational work will be taking place in 2024/25 to agree content governance and templates for use in the new content management system and launch a re-designed NICE website.
The committee recognised the significant amount of work ahead and queried whether the current risk rating score was too low.  Additionally, there were sensitivities around integrating technology appraisals into guidelines which could increase the risk level.  Clare agreed to re-visit the risk scores.
Action: CM
The committee thanked Clare Morgan for her update.
Draft annual report and accounts 2023/24 (item 5.2)
The committee received the first draft of the annual report and accounts 2023/24 and was invited to provide comments.  Pranam Mavahalli gave a brief overview of the main performance section and advised that the draft document would also be considered at the board seminar on 15 May.  
The committee suggested that the note to the financial statements regarding the provision for the Manchester office dilapidations needed to be clearer. In addition, it was suggested further information could be added to the performance report on NICE’s impact and its work to support innovation. It was agreed that further comments would be forwarded to Elaine Repton who would arrange for the necessary amendments to be addressed following the board meeting.
Action: ER
Audit and risk committee’s annual report to the Board and review of its terms of reference (item 5.3)
The chair presented a draft report of the committee’s work in 2023/24 for providing assurance to the board that there was effective governance, risk management, financial and internal control arrangements in place.  The committee was supportive of the report, subject to the addition of narrative regarding the findings of the control framework audit report. 
The report recommended a change of name for the committee to audit and risk assurance committee, given it had matured from focussing on internal and external audit to the management of risks including the effectiveness of controls and sources of assurance.  The report, including the committee name change, was supported for recommendation to the board subject to the above amendment regarding the control framework audit.
Action: ER
Committee annual effectiveness review (item 5.4)
The non-executive directors had completed a short survey to identify areas that required further work to support the committee’s effectiveness.  Overall, the feedback was positive in terms of the committee’s ability to fulfil its role.  Cyber security was the common theme raised as requiring additional assurance, either through co-opting skills on the committee or training for existing members. 
It was recognised that the data security and protection toolkit audit had reported good compliance levels, and that NICE has a roadmap to improve cyber security arrangements, including implementing cyber essentials.  David Wright advised that cyber security was one of the highest risks for most of the health ALBs and the DHSC itself. Additionally, at a recent DHSC & ALB risk leads meeting, there had been a discussion about potentially sharing or pooling cyber skills across the ‘health family’. David Wright agreed to have discussions with colleagues at DHSC to identify if there is any further best practice that could be shared. 
Action: DW
ITEMS FOR DISCUSSION
Internal audit progress report (item 6.1) 
Niki Parker gave a progress update on the 2023/24 internal audit plan, which was completed with all final reports issued.  The position on outstanding actions was much improved with only four actions not completed in timescale.  This will be confirmed in the final internal audit opinion in June.
The progress report was noted. The committee requested a better sequencing of final reports during the year in 2024/25, so the majority are not presented in Q4.
Training – learning and development audit report (item 6.2.)
Niki Parker presented the report on the training – learning and development audit, which had been given a limited assurance rating.  The report highlighted that there was scope to improve the arrangements for ensuring learning and development opportunities and funding were allocated where there was greatest need and aligned with NICE’s strategic and operational priorities. 
The committee queried whether the Deloitte skills gap report of 2021 had been a missed opportunity to develop a strategic approach to training.  Helen Brown responded that the Deloitte report was still useful but was only part of the solution needed.  She thanked Niki’s team for the audit report, which was also useful and timely, as it identified the issues that the L&D team were already working on. 
It was noted that the audit findings were not captured in the risk register, but it was an issue that needed more strategic attention.  It was also recognised that salaries in the private sector tended to be higher, but L&D was a significant benefit in public organisations which can help to support skills development and staff retention.  The committee discussed the potential for training and development to be part of performance management, supported by coaching and mentoring, therefore some of the solutions will be available internally.  Helen Brown agreed that effective line management was really important and that external courses alone was not the answer; there needed to be a range of training solutions.
The internal audit report was noted, and Helen Brown was asked to come back to a future meeting with plans to address the audit findings, to provide assurances to the committee that a strategic approach to learning and development is being implemented and the effectiveness of training is being measured.
Action: HB
Freedom to Speak Up audit report (item 6.3)
The committee noted the findings of the Freedom to Speak Up (FTSU) audit report which received a moderate assurance rating.  Helen Brown welcomed the report and noted the recommendations strengthened the work already underway in the people team.  
It was queried by the committee whether there were too many informal routes for issues to be raised which could potentially adversely impact the ability to capture the overall position.  The executive’s view was that informal discussions tended to allow issues to be worked through before they escalated into formal grievances, so this approach appeared to be working well. 
The committee commented that the whistleblowing report later on the agenda was high level and queried whether it was receiving sufficient assurance on this issue.  Helen Brown advised that responsibility for employee relations was now within the remit of the associate director HR, so he was able to have full oversight and spot any patterns emerging.  It was also confirmed that the FTSU guardians report twice yearly to the executive team on the issues/themes which have been raised, and their report could be shared with the non-executives.   It was agreed that in order to give the committee additional assurance, the committee chair would arrange to meet with one of the FTSU guardians periodically.
Action: AL
Control framework internal audit (item 6.4)
The audit of the control framework received a limited assurance rating on the basis that there were gaps in the assurance arrangements which meant that the Accounting Officer could not be fully assured over compliance with all significant aspects of their responsibilities.   
The report recognised the work that has been completed to improve internal controls, but some of these will take time to be embedded and the recommendations are aimed at providing a more comprehensive framework for senior leaders providing assurance to the Accounting Officer. The committee advised that a proportionate response to the audit was needed.
Boryana Stambolova thanked Niki Parker for a balanced report and agreed to circulate to the committee for information, the spreadsheet of laws and regulations and how NICE complies with these. 
Action: ER  
Data security and protection toolkit (DSPT) audit report (item 6.5)
James Siddall joined the meeting to discuss the outputs from the data security and protection toolkit audit which had reviewed 13 assertions across the 10 national data guardian standards.  The overall risk assessment was moderate and the confidence level in NICE’s self-assessment was high.
The committee noted the two recommendations for further improvement of the data security and data protection control environment, relating to data quality standards and metrics.  However, the auditors noted that NICE would need to consider how to apply the assertions in a proportionate way given it does not process medical or clinical records. This will be considered by the information governance steering group in June.
It was noted that the audit followed the mandated scope and therefore did not examine NICE’s position against every assertion. Given that cyber security is the highest rated strategic risk, the committee suggested considering whether  a review against the non-mandatory cyber security assertions would be useful in enhancing data security arrangements.  James agreed to review the benefit of completing more assertions and discuss this with the Chief Information Officer.
Action: JS
Internal audit plan 2024/25 and audit charter (item 6.6)
Niki Parker presented the final audit plan for 2024/25 confirming that following discussions with the executive team, it had been agreed to replace stakeholder management with prioritisation of topic selection.
The audit plan for 2024/25 was agreed, and the audit charter was noted as having been signed by the committee chair and the chief executive. 
External audit planning report 2023/24 (item 6.7)
Katie Henry presented the planning report for the 2023/24 audit. The report noted that in light of delays to the previous two year’s audits, there was a heightened risk of regularity requirements in the 2023/24 audit.  Last year’s fee had been increased due to additional audit work being required, and the involvement of more senior staff.
The audit planning report was noted.
ITEMS FOR INFORMATION
Financial accounting performance (item 7.1)
The committee reviewed the financial accounting performance as at 31 March 2024.  Sham Ramzan highlighted performance against the key financial duties and an overview of the main financial statements at month 12.  Boryana Stambolova highlighted the improvement in the better payment practice code (BCCP) performance to 97% following introduction of iproc system.
It was noted that there had been a change in accounting policy in April 2023 to include capitalisation of new laptops, and there had been an increase in provisions to cover the Manchester office dilapidations costs, as NICE exits City Tower.
The committee noted the financial accounting performance report and recorded its thanks to Sham and the financial accounting team for all their work on implementing iproc.
Annual complaints report (item 7.2)
The annual complaints report for 2023/24 was received.  Seven complaints had been processed in line with the policy and responded to within timescale, with one complaint being escalated to stage two.
The complaints report was noted.
Contract waivers report (item 7.3)
Barney Wilkinson presented a schedule of the contract waivers approved during January to April 2024.  The number and value of contract waivers was noted.
Commercial analysis 2023/24 (item 7.4)
An analysis of commercial activity in 2023/24 showed 160 contracts were entered into with a total value of £8.77m, of which 37 were contract waivers.  Further data presented showed the procurement routes, and those contracts which were above and below the various thresholds.
The committee requested additional narrative to give insight into the data such as whether there had been any breaches of SFIs, how the higher value waivers were tested for VFM or any areas for concern.  Barney agreed to provide this information to the committee’s next substantive meeting in September.
Action: BW
Report on whistleblowing (item 7.5)
This was the first report on whistleblowing presented to the committee following a recommendation in the board’s annual effectiveness review of July 2023.
The report confirmed that 2 employee whistleblowing complaints were submitted to the Chief Executive’s Office in February 2023, relating to a health and safety breach and a data protection breach.  These were then forwarded to the Chief People Officer to investigate. In March 2023 following a review, the HR team responded that both complaints were outside of the whistleblowing policy.
The report was noted and as mentioned in minute 36, the chair will take more of an active role in whistleblowing to provide the assurance the committee requires.
Compliance dashboard (item 7.6)
The committee noted the Q4 compliance dashboard which provided assurance across a range of indicators.
The report was noted.
Compliance with Government functional standards (item 7.7)
The year-end review of NICE’s compliance with the mandatory principles of the functional standards reported that NICE has self-assessed against 11 of the 14 standards.  Two standards will be self-assessed in 2023/24 (human resources and debt), and one standard was not applicable (grants).
The committee was also provided with an up to date counter fraud risk assessment and the fraud action plan for 2024/25.
The report was noted. 
Committee annual plan 2023/24 (item 7.8)
The committee noted the annual plan.  It was agreed that the next deep dive risk topic ‘cyber security’, would be in September, followed by ‘people’ in November.
Other business (item 8)
There were no further items of business.
Dates of future meetings (item 9)
The committee confirmed the future meetings dates as:
· 19 June 2024 (annual accounts meeting)
· 18 September 2024
· 27 November 2024


The meeting closed at 5:00pm.
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