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Introduction 
NICE is committed to the prevention of fraud even if this results in short term business loss, missed opportunities or delays.  The board and executive team at NICE are committed to fostering a culture within NICE where fraud is never acceptable and where staff are encouraged to speak up if they perceive any fraudulent behaviour.
NICE has a counter fraud strategy and policy which is aligned to the cross-government counter fraud function strategy. It sets out our objectives for the next three years to mitigate the risk of fraud, bribery and corruption, and the roles and responsibilities within NICE in preventing and tackling fraud, bribery and corruption.  It is supplemented by a fraud response plan which sets out the arrangements for dealing with allegations of fraud, bribery and corruption (the response plan).  
Definitions
Fraud is a false representation, or failure to disclose that is dishonest, or the abuse of position with the intention to cause financial gain or loss (as set out in the Fraud Act 2006).
Bribery is the offering, promising or giving of a financial or other advantage to induce or reward improper performance and/or the request or receipt of such an advantage.  It includes the corporate offence of failing to prevent bribery (as set out in the Bribery Act 2010).
Corruption is the abuse of a public or private office for personal gain.  The active or passive misuse of the powers of public officials, appointed or elected, for private financial or other benefits.
The Economic Crime and Corporate Transparency Act 2023 – under this Act, an organisation may be criminally liable where an employee, agent, subsidiary, or other ‘associated person’, commits a fraud intending to benefit the organisation and the organisation did not have reasonable fraud prevention procedures in place. 
Strategic objectives
NICE adopts a zero tolerance to fraud, bribery and corruption, and seeks a proactive, risk-based approach, that includes a range of actions that encompass prevention, deterrence, detection, measurement, investigations and sanctions.  NICE has not recorded any losses to fraud in the last 5 years, and our strategic objective is to maintain this position, while deploying an approach that is proportionate to NICE’s risk profile.
Our counter fraud, bribery and corruption arrangements have continued to strengthen since the introduction of the counter fraud functional standard.  However, we recognise the evolving fraud risks facing the public sector and we are not complacent.  Our aim is to continually develop our counter fraud arrangements through an annual action plan where we set out our intentions to raise awareness of fraud through training, strengthening internal controls, and undertaking more proactive work to both prevent and detect potential fraud.  
Deterring, preventing and discovering fraud
The preferred way of minimising fraud is to deter individuals from trying to perpetrate or engage in these activities in the first place.  NICE has an anti-fraud culture – whereby such activity is understood as unacceptable – combined with effective controls to minimise the opportunity for fraud.  Areas vulnerable to fraud have been identified and will continue to be reviewed through counter fraud risk assessments that also seek to identify new areas of vulnerability.
Managers are expected to ensure there are adequate and effective controls in place in their area of responsibility and staff follow agreed procedures.  Staff are expected to remain vigilant of the potential for fraud and report any suspicions. 
NICE ensures all those involved in its work are aware of their responsibilities in reporting allegations of fraud and enable them to do so confidently in accordance with the provisions of the Public Interest Disclosure Act 1998, the counter fraud, bribery and corruption strategy and policy, and the speak up and be heard policy.  Our Freedom to Speak Up (FTSU) Guardians can provide an independent source of advice to employees who wish to raise a concern and provide support to those employees allowing them to feel comfortable in all aspects of raising their concern.
Fraud risks and fraud assessments
Through the risk assessment process we are aware where our activities are most vulnerable to fraud, and this is where we focus counter fraud activity.
We have an overall NICE-wide (enterprise) risk assessment and are developing thematic risk assessments focused on higher risk areas such as payroll, travel and hotel bookings and expense claims.
The counter fraud, bribery and corruption strategy and policy identifies potential indicators of fraud which may raise suspicions.  This may include unusual employee behaviour (for example regularly working long hours), an absence of controls, approvals and audit trail, unrecorded transactions or missing records, alterations made to documents, duplicate payments or excessive variations to budgets or contracts.
The fraud risk landscape is evolving and continually changing in scale, pace and the sophistication of fraud.  Technology has played a significant role in the evolution of digital fraud.  The growth in the use of Artificial Intelligence (AI) provides new opportunities for fraudsters to scam and mislead staff into giving access to sensitive, personal and financial data.  
We will therefore continue to review fraud risks in line with the risk assessment process set out in our risk management policy and will continue to capture risks in the fraud risk register, which gives an overview of the main fraud risks and challenges facing NICE.
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NICE’s zero-tolerance approach to fraud, bribery and corruption is communicated to all our suppliers, contractors and business partners at the outset of the business relationship and as appropriate thereafter.
Business processes are designed to minimise the opportunity for fraud with controls proportionate to the level of risk.  Staff comply with NICE’s standing orders and standing financial instructions, and must adhere to NICE’s financial, procurement, HR and corporate governance policies and procedures which include safeguards against fraud.  These processes ensure appropriate checks and balances, including, for example, segregation of duties and management approvals.
Training and awareness
All staff are required to complete fraud awareness training through a mandatory e-learning module on appointment, and annually thereafter.  The course is accessed through the electronic staff record, which records completion.  Completion levels are monitored and reported to each directorate’s senior team and the operational management committee.  Reminders are issued to staff where needed with non-compliance escalated through the learning and development team.  
Annually in November, we participate in the International Fraud Awareness Week when we take the opportunity to remind staff of the need to remain alert to fraud.
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Staff are encouraged to raise concerns about any issue or suspicion of malpractice at the earliest possible stage.
Our counter fraud reporting guide provides advice for staff on the various routes for reporting suspicions of fraud.  This includes internal and external routes.  NICE will ensure that no one suffers any detrimental treatment as a result of reporting reasonably held suspicions. 
Investigating suspicions of fraud, bribery and corruption
Our fraud response plan will be followed where it is decided that a formal investigation should take place into suspicions of fraud. 
Fraud will normally, dependent upon the circumstances of the case, be regarded as gross misconduct which may result in dismissal.  However, no such action will be taken before a proper investigation and a disciplinary hearing have taken place in accordance with our disciplinary policy.  Further action may also be taken, where it is considered necessary, such as reporting individuals to professional bodies, or taking steps to recover losses through salary or pensions.  Such actions may be in addition to the possibility of criminal prosecution.
Roles and responsibilities 
The chief executive, as Accounting Officer, is accountable to Parliament and the public for the proper stewardship of public funds and assets.  The chief executive has overall responsibility for NICE’s system of internal controls including ensuring they are sufficiently robust to prevent any opportunity for fraud, bribery, and corruption, and has a duty to report any financial irregularity.
The director of finance is NICE’s accountable individual at board level with responsibility for counter fraud, bribery and corruption.
The associate director – corporate office is the counter fraud champion, responsible for ensuring that NICE’s corporate governance policies appropriately mitigate the risk of fraud.
The corporate governance and risk manager has day-to-day responsibility for counter fraud, bribery and corruption, and is the counter fraud senior lead.
The NICE board has overall responsibility for ensuring the systems of internal control are effective and operating efficiently, gaining its assurance from the audit and risk assurance committee.
All those working for or on behalf of NICE are responsible for acting with propriety in the use of NICE’s resources and must adhere to NICE’s policies including the standards of business conduct and declaring and managing interests.  Everyone should be alert to the risk of fraud, bribery and corruption, be alert to unusual behaviours and be aware of their responsibilities in reporting any suspicion promptly.
The Department of Health and Social Care’s Anti-Fraud Unit will investigate the most serious and complex cases of alleged fraud on behalf of NICE.  The DHSC AFU is named in the current Regulation of Investigatory Powers Act (RIPA), giving it additional powers to investigate cases and seek recovery of any monies lost.
Monitoring compliance and reporting
Compliance with this policy will be monitored through employee completion of the fraud awareness mandatory training course, quarterly reporting to the audit and risk assurance committee and periodic external reviews of NICE’s compliance with the Government’s counter fraud functional standard.
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The counter fraud strategy and policy and response plan will be reviewed every 3 years or sooner if a change in obligations requires it.  The next review is due in January 2028.
How to report a concern
Partners, stakeholders and members of the public can report any concerns regarding suspicions of fraud relating to NICE’s work to any of the following routes:
DHSC Anti-Fraud Unit, Department of Health & Social Care
39 Victoria Street, London, SW1H 0EU. 
By email: fraudenquiries@dhsc.gov.uk

NHS Counter Fraud Authority’s online form at: https://cfa.nhs.uk/reportfraud

Call Crimestoppers on 0800 555 111

Call Action Fraud on 0300 123 2040
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